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REAL TIME PASSIVE THREAT POSITIONING
SYSTEM

UNITED STATES GOVERNMENT RIGHTS

The United States Government has acquired certain
n'ghts in this invention through government Contract

No. DAA B07-87-C-HO41 awarded by the Department

of the Army.
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BACKGROUND OF THE INV
1. Field of the Invention

Tt mb mveﬂilc‘)n telates 10 an aircrafi survwanmty Sys-
tem and more particularly to a stand alone threat posi-
tioning system for passive threats done in real time.

2. Discussion of the Prior Art

In the prior art, individual aircraft survivability
equipment (ASE) sensors are used as stand-alone sys-
tems. The use of such systems in a stand-alone manner
results in high pilot workloads. Further, in such systems
only a limited amount of threat data is presented to the
pilot. Data provided by various ASE subsystems such
as pulsed radar jammers, CW radar jammers and missile
approach detectors have previously not been used to
nrnwde a cnmnrghggg_ve and coherent picture of the
threat environment. Thus prior art systems often do not
present adequate data in a readily understood format to
enable the pilot to quickly and completely assess a given

threat environment.

SUMMARY OF THE INVENTION

In contrast to the prior art, the present invention
provides a system whereby the position of aircraft sur-
vivability equipment detected threats are determined in

real time, The nogition of 2 detected threat is dicnlaved
réal tume. 11€ posiicn O a Gelecied tnreal 1s Gispaayed

to a flight crew to access the threat situation without
resorting the information from other aircraft survivabil-
ity platforms. The law of triangulation is used to com-
pute the distance from the detected threat to the air-

craft. An inverse caodatic alenrithm usine the civen
Clait, A0 mMverse gaoalul aiglmam uSing wid given

position and the angle of arrival with regard to true
north and the distance from the threat to the initial
position of the aircraft is used to determine the raw
position of the threat. The position of the threat de-

in ta of cande ~nrdinatas

nnmn-\tnr‘ o o
AERp U i WCImS O1 scuuouv LOOIGInais

torntad 1o

latitude and longitude. These parameters are fed to an
estimation filter for further refinement. The resolution
of the threat position improves over time which is indi-
cated by a set of accuracy indices. Discrete estimation

nacitian filtare ara neanaccina in narallal +4 meavida bhact
PUSLION IRICTS aiC PproCaSsiiig it paranudi o proviad oSt

estimated threat positions and accuracy indices.

The stand alone real time passive threat positioning
system of the invention provides estimated threat posi-
tions and accuracy indices from a pipeline parallel esti-

matian Hltare Tram tha astmatad sacitiane tha alava
AZUAVIVIL LAMWID. A 1V LN Wotlailus yuau,l.uno we vivva-

tion associated with each position is obtained from a
terrain extraction apparatus. Latitude, longitude, alti-
tude and accuracy index are the final products of the
parallel estimation navigation filters. The elevation ex-
tracted from the lﬁffam data base is combined with
threat information such as threat type, threat mode,
frequency, PRI, and etc. to instantaneously present the
tactical threat situation to the flight crew in real time.
Having such an instantaneous presentation, the ﬂight
orowr ran hattar acaana tha theand aitntiae o Aata

T
Civvy Lall vt addiosd wal uiiTdl dituallUil. 11id Qata la

also prepared, formatted and packaged for transmitting
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2
to observation platforms, operational platforms, and the
ground-base station through a high speed data-link.
Other objects, features, and advantages of the inven-
tion will be apparent from the Description of the Pre-
ferred Embodiment, claims and Drawings herein

wrrhh s 131 n Alaceneedn haers Bla cafacnecans ~alcces adaa,

WIICICIIl 1IKC CICIICTIIS 11ave 1KE 1CICICiiCe Cnaraciers.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 shows a high level system diagram of one
embodiment of the aircraft survivability integration

anninmant cuystam as amnlavad b tha invantinn
CQuUIpmCnt SysiCmi as empioyCa Oy ine imveniioi.

FIG. 2 shows a more detailed block diagram of the
aircraft survivability equipment integration system 10
which is integrated into an aircraft survivability equip-
ment/avionics control system (ASE/ACS).

FIG, 3 shows a method of the invention that is used
w0l uiat 15 uss

to convert the current actual threat data, that is sent to
the system bus from either the continuous wave radar
Jjammer or the pulsed radar jammer, to either an un-cor-
related threat or an identified threat.

FIG. 4 shows one method of the invention used to

perform data correlation on radar warning receiver
data.
FIG. 5 shows a data flow diagram showing the vari-
ous data sets of the invention in a Venn diagram fashion.
FIG. 6a and 6b show functional block diagrams of the

real time passive threat positioning system.
DESCRIPTION OF THE PREFERRED

2PESUAAT 2RV AR NN

EMBODIMENT

Now referring to FIG. 1, a high level system diagram
of one embodiment of the aircraft survivability integra-
tion equipment system 10 as employed by the invention
is shown. Aircraft survivability sysiem i inciudes air-
craft survivability integration functions 21, a multifunc-
tion display 14, a keyboard unit 16, a continuous wave
(CW) radar jammer 34, a missile approach detector 32,
a pulsed radar jammer 36, a radar warm'.ng receiver 12
and a uecoy ux»pcu;cx 18. The aircraft surs v1vauu.u,y
integration functions 21 further include an aircraft sur-
vivability integration function 20, an aircraft survivabil-
ity equipment embedded training apparatus 22, commu-
nication apparatus 24, navigation apparatus 26, guid-

anca anmarabie IR Aignlay annarating 2 and an amhad
alle appalaius 40, Gidpiay dppdidius ov ailG ail oG-

ded threat data recorder 200. The radar warning re-
ceiver 12, pulsed radar jammer 36, CW radar jammer
34, missile approach detector 32, multifunctional dis-
play 14, keyboard unit 16 and decoy dispenser 18 are

standard units, The radar warning receiver 12, nnlcnd

tandard units. The radar warning receiver
radar jammer 36, CW radar jammer 34 and mlssﬂe ap-
proach detector 32 all communicate with each other
and the aircraft survivability integration functions 21
through a data bus 44. The data bus 44 may advanta-
geously be a MIL standard 1553 data bus or equivalent.
In one example of the invention, the radar warning
receiver (RWR) 12 communicates with the data bus
through communication lines 42, the puised radar jam-
mer 36 communicates with the data bus through com-
munication lines 38, and the CW radar jammer 34 com-
municates to the data bus by communication lines 46,
and the missile approach detector 32 communicates to
the data bus by communication lines 48. In this way, the
sensors in the system which comprise the radar warning
receiver 12, pulsed radar jammer 36, CW radar jammer
34 and missile approach detector 32 can receive and
transmit data to the aircraft su.rvivability integration
functions 21. In addition, the aircrafi survivability inte-

gration functions 21 may be hardwired to the plurality
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of sensors. This introduction of hardwired lines to the
individual sensors provides a redundancy feature in the
system which guards against failure of the data bus 44.
For example, the radar warning receiver may be wired
by lines 62 into the aircraft survivability integration
function 20, the pulsed radar jammer by lines 60, the
CW radar jammer by lines 58 and the missile approach

detector by lines 56, Hard wire and bus interfaces are

typically prowded with such ASE devices as are con-
ventionally available.

The multifunction display 14 is controlled by the
display apparatus 30 and is wired to the display appara-
tus 30 in aircraft survivability integration fonction 20 by
lines-50. The multifunction display also interfaces w1th
the keyboard unit 16, which may be a standard key-
board unit, by lines 51. The keyboard unit 16 is also
wired into the communication apparatus 24 by lines 52.
Control lines 54 are connected from the ASE integra-
tion functions 21 to the decoy dispenser 18.

Now rcferring to FIG. 2, a more detailed block dia-
gram of the aircraft survivability equipment integration
system is shown as integrated into an aircraft survivabil-
ity equipment/avionics control system (ASE/ACS).
The aircraft survivability equipment/avionics control
system is used to integrate control and d1splay of an
ASE saite of devices such as the radar warning detecior
and jammers as well as selected military communication
and navigation systems. Those skilled in the art will
understand that the configuration shown in the block
diagram of FIG. 2 is one example and does not so limit

the invention. In the system shown in FIG. 2,

craft survivability mtegratlon functions 21 is embedded
in an integrated signal processor 64. The integrated
signal processor 64 may advantageously comprise a
microprocessor, digital signal processor or an equiva-
lent device. Also connected to the integrated signal
processor 64 is a master caution/warning annunciator
66 which is connected to the integrated signal processor
64 by line 68, a weight on wheels sensor 72 which is
connected by line 70, and navigation systems 74 which
are connected by lines 80 and 82. The navigation equip-
ment advantageously includes an inertial navigation
systcm (INS) 78 and a global positioning system (GPS)
76. A data loader 96 is connected via lines 98 to bus 44.
The data loader 96 is a conventional data loader and
may be used to input flight information and other pa-
rameters into the signal processor 64 prior to an aircraft
embarking on a particular flight plan. The other compo-

- 1 smenAd mcmncndn ol 2Tallo o
nents are as shown in FIG. 1 and operate similarly.

Those skilled in the art will recognize that the ASE
equipment including the radar warning sensor, jammers
and missile approach detector are well known standard
units.

The weight on wheels sensor 72 is a known sensor
which communicates with the signal processor 64 and
provides an enable signal 70 which enables certain built-
in test functions to be performed when the aircraft is on
the ground. These built-in test functions may be a part
of the radar warning receiver 12, the pulsed radar jam-
mer 36, the missile approach detector 32 and the contin-
uous wave radar jammer 34.

The integrated signal processor 64 also serves as a bus
controller using well known control signals. The four
ASE subsystems, RWR 12, pulsed radar jammer 36,
missile approach detector 32 and CW radar jammer 34
may be advantageously conﬁgured as remote terminals.

The ASE/ACS system provides a fail active state
with regard to the ASE suite. If, for example, the inte-

the air-
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4

grated signal processor 64 should fail, or power is re-
moved from the unit, the ASE subsystems may assume
their most active states. The ability to fire flares and
chaff is not impaired by a data bus failure in this redun-
dant configuration. In order to insure this, flare and
chaff fire switches are wired directly into the decoy
dispenser 18 and are not controlled by the ASE/ACS in
the event of a data bus failure. In the cuu:umuvc, the
decoy dispenser 18 may be fired automatically through
the aircraft survivability integration functions 21 when
an appropriate signal is received from any one or more
of the subsystem sensors, such as the radar warning

receiver.

Now referring to FIG. 6 which shows the real time
passive threat positioning apparatus of the invention. A
radar warning receiver track file data 206 is an input to
a threat data correlation process apparatus 204. Corre-
lated threat data 208 is provided to threat data and
position structure 210 comprising a data management
apparatus 212 and a raw threat position apparatus 214.
An aircraft heading 226 is also provided to the threat
data management apparatus 212 and the raw threat
position apparatus 214 as well as a navigation vector
228. The threat data correlation apparatus also provides
a correlated threat data output 202 to threat data update
and evevation extraction structure 260 comprising a
threat data update apparatus 258 and an elevation ex-
traction apparatus 256. A threat position measurement
224 is provided by the threat data management appara-
tus 212 and the raw threat position apparatus 214. The
threat position measurements are pruvxucu to parauel
estimation navigation filters 270. A navigation filtering
management apparatus 218 provides position filter con-
trols 220 to the parallel estimation navigation filters 270.
The parallel estimation navigation filters provide the

1 5 + + 218 wxrith
navigation filtering management apparatus 218 with

filter information 222 so that the navigation filtering
management apparatus can properly manage the infor-
mation flow to the parallel estimation navigation filters
270.

The parallel estimation navigation filters 270 provide
a predeterrmncd number of estimation filters shown as
filters 231, 232, 233, 234 . . . and so on to the last filter
335. The paraiiel estimation navigation filters 270 pro-
vides estimated threat positions 241-245 to the threat
data update apparatus 258 and the elevation extraction
apparatus 256. The threat data update apparatus pro-
vides display data 262 and data link data 264. The eleva-
tion extraction apparatus 256 uses data from the terrain
data base 272 and estimated threat position inputs
241-245.

The raw threat position apparatus 214 stores the
aircraft information such as position, heading, altitude
and threat information, such as angle of arrival from a
detected threat at initial threat detection, and subse-
quently uses it to calculate the threat position measure-
ments outputted on line 224. The threat position
measurements are determined by the following steps: 1)

compute the distance based on aircraft positions (P1,

P2) at initial threat detection and at a subsequent time
by inverse geodetic calculations. Then use the law of
triangulation with computed distance and two different
angles of arrival to a threat, corresponding to (P1) and
(P2), to obtain the distance from (P1) to a threat. At
step 2), use the direct geodetic calculations with the
position of (P1), distance to threat, and bearing angle
derived from angie of arrival and heading to generate
the coarse threat position and a set of coarse threat
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position measurements outputted on line 224.

T,
The apparatus of the invention is self-contained and

does not require position aiding from other platforms.
The resolution of the threat’s position improves with
new derived position and in time. Navigation accuracy
is provided with accuracy indices. The parallel estima-
tion navigation filters 270 provide both threat positions

and accuracy indices.

Threat positioning is provided in real time with qual-
ity resolution. Information is presented to the flight
crew on dlsplay 281. The display 281 can either be a
horizontal situation display or a digital map display.
The display is used to assess the threat situation. Data is
sent to the display 281 through display data line 262.
Threat positions are sent through data-link line 264 to
other platforms, satellites and/or ground base locations.

The threat data correlation apparatus 204 provides a
status for all receiving threats by indicating whether the

threat is an “old” or “new” threat. The data correlation

warcal is areal. 1ne 4aata correlatl

is based on radar emitter ID, frequency, PRI, etc. and is
a temporal data correlation process discussed below.

The threat data management apparatus 212 deter-
mines when to store away the initial values of angle of

______ T3t PSRy PO S paeny

arrival, aircraft heading and aircraft position. T he

threat data management apparatus 212 initiates and:

controls the process of computing raw threat positions.
Threat position measurements 224 are used as the mea-
surement data in the parallel estimation navigation fil-
ters 270.

The raw threat position apparatus 214 uses the initial
aircraft heading 226 and angle of arrival 229 and subse-
quent aircraft heading 226 and angle of arrival 229 to
compute the great circle distance to the threat. The
method of the invention takes the heading change into
account in order to adjust the angle of arrival 229. Once
the great circle distance is obtained from the calcula-
tions, a direct geodetic method is used, given bearing
and distance and initial aircraft position, to complete the

+h +
raw threat position. The ocutputs of the method are

defined in terms of latitude and longitude.

The aircraft’s position 226 is provided by a standard
Global Positioning System (GPS) or inertial navigation
system (INS) aided by the GPS.

The navigation filtering management apparatus 238
monitors the number of “old” and “new” threats. The
apparatus 218 determines the filtering process require-
ment such as filtering start-up, filter initiation, solution
convergence, and the number of parallel filters needed.
The apparatus also tracks the number of active filters.
The accuracy indices are used to determine the level of
accuracy for the estimated threat position and to also
monitor the steady state error for final resolution. A
filtering process is deactivated when no refinement is
made on the resclution, as, for example, when there is
steady state error.

The paralle] estimation navigation filters 270 are a
bank of parallel discrete kalman filters, constructed and
operated in parallel fashion. Each filter is assigned a
sequence number and the ID of current processed
threats. Each filter has two states, latitude and longi-
tude. The filters estimate threat positions in terms of
latitude and longitude and provide accuracy indices.
Accuracy indices are represented by a number from 9-1

hacad aon the actimated error, where 9 heino the least:

JasCi Ol wuul Couafawll Liavl, vwatio 7

accurate and 1 being the most accurate.
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The elevation extraction apparatus 2 256 uses the ter-

rain data base and final estimated threat position to
determine elevation. The sub-grid position is located on
a digital map. Once the sub-grid is located the method

of the invention uses a known second degree curve fit
elevation internolation techniaue to estimate the eleva-

elevation interpolation technique to estimate the ele
tion. A sub-grid is defined as a partial grid on a map
partition which contains the elevation mformauon fora
threat position.

The threat data update apparatus 258 combines the
threat related information, the estimated threat position,
elevation, and accuracy indices into data records. This
data is formatted and sent to the data-link controller 280
to disassemble the data for communication to various
designated functions—surveillance platforms, operation
platforms, and ground base stations.

Based on the user information 268 provided by the
user data module 266, containing information related to
threats range affectivity, the method of the invention
performs threat zone computations. The computations
are based around the terrain around the threat and the
threat elevation along the flight plan. This information
is displayed to the flight crew to assess the threat situa-
on.

Now referring to FIG. 3 which shows the method of
the invention used to convert current actual threat data
from the system data bus from either the continuous
wave radar jammer or the pulsed radar jammer to either
an un-correlated ihreat or an identified threat. The
threat data base is composed of a number of sub-ele-
ments and parameters. A threat data base may be input
into the system and stored in memory by any well-
known means. The threat data base advantageously

contains threat parameters including threat types which

include, in one preferred embodiment of the invention,
a missile, anti-aircraft gunfire, a fighter, or other threats
identified by the aircraft. Each threat type has an associ-
ated set of parameters which, in one preferred embodi-
ment of the invention, include frequency of the threat
signal, amplitude of the threat signal, pulse repetition
frequency, pulse repetition interval, angle of arrival,
and operational mode of the threat. Those skilled in the
art will recognize that other parameters may be used in
the method of the invention. Those skilled in the art will
recognize that either all the parameters may be included
in the threat data base or just a few. The threat data base
comprises a profile of known threats that may be en-
countered by the aircraft.

FIG. 3 shows the processing of data from a current
actual threat as read from the jammer radars. The threat
data is provided on the data bus 44 as shown in FIGS.
1 and 2. The process of the invention starts at step 102
wherein the current actual threat data from the data bus
is read. This data is also available directly to the system
processor 64 from the hardwired connections 58, 60 and
from the radar jammers 34, 36. Those skilled in the art

LT ot Gl shn Biio sadlind af amrieeissioan -
will recognize that the bus method of communication

provides more threat information. The process flows to
step 104 where previously received old threat data is
compared to just received current actual threat data.
Step 104 compares on a logical basis the old detected

thennt nemd
Lirean

tha Anrrant 4 t+ad th Tha
and the current detected threat. 1 ke wvmpaﬂSGu

of different threat data occurs in different time slices.
The old threat data occurred at the last sample period as
indicated in step 110. The comparison of the various
threat data parameters can occur either through known

accented methods such as boglean comparisons or

acCepleC mOi1Cas SUCh as Doolgan CoIpalixOis

threshold comparisons which compare an upper bound
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to a lower bound of the parameters, or a comparison of
whether or not the parameters are within a window of

parameter values. Alternate methods of comparison

understood by those skilled in the art may be used such
as fuzzy logic-based comparisons. The process flows to
step 106 if the system is in a state that indicates the old
and the current actual threat data is not the same. At
step 106 the process correlates the current actual threat
data with threat profiles from the threat data base. In
one preferred embodiment of the invention, the current
actual threat is compared against each element of the
threat data base using the comparison methods used in
step 104. If the threats correlate and match up as indi-
cated by state 126, the process flows to step 108 where
the identified threat is tagged. The process then flows to
step 110 io set the old actual threat data to equal the
current actual threat data. The process then returns to
step 102.

In the method of the invention, the processor creates
different sets of data which are correlated as shown in
FIG. § which is described in detail below. At step 102,
the process takes data from one of the radar jammers
which is designated as data set A 114. In step 106, a data
set labeled C 116 is generated which represents an un-
correlated current actual jammer threat data. This data

is presented to process step 112 to provide un-cor-

related threat data to any system using the method of
the invention. The process then flows to step 110 which
sets the old threat data to the current threat data. Next,
the process returns to step 102. The process step 106
generates a data set called B 118 which is the matched-
up correlated current actual jammer threat data. If in
process 104 the comparison to check old threat data
against current threat data resuits in the old and the
current being the same, then the process flows to step
102 to read the next current actual threat data from the
bus or from the hardwired system.

Referring now to FIG. 4, the method of the invention
used to perform data correlation on radar warning re-
ceiver data is shown. The process starts at step 130
where the current actual threat data from the radar
warning receiver is read from the data bus. The process
130 generat&s data set D 142. Data set D is then used by
process step 132 to compare the current actual threat
data with old threat data from the radar warning re-
ceiver. If the two threats are identical (i.e. the old and
the current in step 132), the process returns to step 130
to read another actual threat. Step 130 reads in all avail-

et M T + ~F
able threats from the radar warning receiver. The sct of

all possible threats is commonly known as a threat set.
In step 132, the old threat set is compared against a
current actual threat set data. If the current actual
threat set data is not a new threat set, then the process
flows to 130 to scan another set of threats. In step 132,
if there is a new threat, the process flows to step 134 to
which correlate the current actual threat set of the radar
warning receiver with the threat data of the radar jam-
ming receiver conferred by the process shown in FIG.
3. The threat data is indicated by set B. If the converted
threat data set B correlates with the current actual
threat data set, then the process flows to 136 to tag the
identified threat set as a correlated new threat to the
system using the method of the invention. The process
then flows to step 140 where the process identifies a set
G 148 which is all radar jamming receiver threat data
that is not common with the radar warning receiver

theant dotn Tha meanscodlan flace e 40 i 1 4 ood
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next comparison and the next time cycle. The process
then flows to 130 to read the next current actual threat

n ant Fenen thn ko
data set from the bus.

In step 134, if there is no correlation between the
current actual threat data set with the radar jamming
receiver converted threat data set, the process flows to
step 154, generates an un-correlated threat set F 144,

and provides the un-correlated threat set to the system

using the method of the invention.

Asis the case with the jammer data, when implement-
ing the method of the invention to convert the current
actual threat data set from the radar warning receiver to
either a correlated or un-correlated threat, the process
creates various other data sets. Data set D 142 is the
current active threat data set from the bus. Data set E
146 is the correlated current actual threat data with the
radar jamming receiver converted threat data. Data set
F 144 is the uncorrelated data. Data set G is the data
which is not common with the radar warning receiver
threat data 148.

Now feu:rring to FIG. 5, a data flow cuagram show-
ing the various data sets of the invention in 2 Venn
diagram fashion is shown. Data set A 114 is the current
actual jammer threat data. Data set B 118 is the corre-
lated current actual jammer threat data or the con-
verted set data. Pata set C 116 is the un-correlated
actual jammer threat data. Data set D 42 is current
actual radar warning receiver threat data. Data set E
146 is the common current threat data. Data set F 144 is
the un-correlated radar warning receiver threat data.
Data set G 148 is the radar jamming receiver threat data
which is not common with the radar warning receiver
threat data. Data set G is used subsequently to generate
a complementary threat set H 152. Data set H 152 is the
complimentary threat data set which represents the
summation of data sets C and G.

The two basic processes shown in FIG. 3 and FIG. 4
are joined in this data flow diagram of FIG. 5. Two
basic data sets include the data from the radar jamming
receivers which is data set A 114, and the radar warning
receiver which is data set D 142. The process of FIG. 3
generates the data set B 118 which represents all corre-
lated current actual jammer threat data sets. This is used
by both processes shown in FIG. 3 and FIG. 4 to create
a complimentary threat. The data set B 118 is subtracted
from data set A 114 to generate data set C 116 which is
the un-correlated current actual jammer threat data.
Data set B 118 is also used along with the data set D 142
(current actual radar warning receiver threat data) to
generate the intersection of the two data sets E 146. The
data set E 146 is the common current threat data. The
common current threat data is then subtracted from
data set B 118 to generate a new data set G 148. Data set

G 148 represents t the rnrlarjomm|ng receiver threat data

that is not common with the radar warning receiver
threat data. That is, data set G 148 represents data from
threats which are detected by the jammers, but not the
radar warning receiver. Data set G 148 and data set C
116 are combined to create data set H which is called
the complementary threat data. The complementary
threat data set H comprises threats that are complemen-
tary to the aiready identified threats which have been
identified by the radar warning receiver.

The invention has been described herein in consider-
able detail in order to comply with the Patent Statutes
and to provide those skilled in the art with the informa-
tion needed to apply the novel principles and to con-
struct and use such specialized components as are re-
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qu.ucu HUWCVC]., i 13 LU UC uuucxmuuu I..I..ld.L I.LIC mv:u-
tion can be carried out by specifically different equip-
ment and devices, and that various modifications, both
as to the equipment details and operating procedures,
can be accomplished without departing from the scope
of the invention itself.

What is claimed is:

- 1. A real time passive threat positioning apparatus for
an aircraft survivability equipment system comprising:

(a) a threat data correlation apparatus having a radar
warning receiver irack file input and a correlaied
threat data output;

(b) a threat data management apparatus having an
input connected to said correlated threat data out-
put and a threat status indicator output;

(c) a raw threat positioning apparatus having an angie
of arrival input operatively connected to an angle
of arrival threat data output, an aircraft heading
input and a navigational vector input, said raw
threat positioning apparatus providing a threat
position measurement output;

(d) a navigation filtering management apparatus for
controlling estimation filters and having a filter
information input operatively connected to said
threat status indicator output, said navigation filter-
ing management apparatus providing a fiiter posi-
tion control output; and

(e) at least one parallel estimated navigation filter
apparatus for estimating at least one estimated
threat position, said parallel estimated navigation
filter apparatus providing an output and having an
input connected to said filter position control out-
put and at least one input connected to said threat
position measurement output.

2. The real time passive threat positioning apparatus
of ciaim 1 wherein said paraiiel estimated navigation
filter apparatus comprises a kalman filter.

3. The real time passive threat positioning apparatus
of claim 1 wherein the estimated threat positions are
communicated from said parallel estimated navigation
filier means to a threat data update apparatus for dis-
playing the threats on a multifunction display.

4. The real time passive threat positioning apparatus
of claim 1 wherein the estimated threat positions are
prov1ded to an elevation extraction apparatus for deter-
mmmg me elevauon OI tne tnreat

S. The real time passive threat positioning apparatus
of claim 4 wherein said elevation extraction apparatus
comprises a terrain reference navigation data base
means, wherein the elevation of the estimated threat is
determined from said ierrain daia base means.

6. The real time passive threat positioning apparatus
of claim 5 further comprising a user data module opera-
tively connected to said elevation extraction apparatus.

7. The real time passive threat positioning apparatus
of claim 1 wherein said threat data management appara-
tus provides a status indication of whether a threat is an
old threat or a new threat on said threat status indicator
output.

" 8. A real time passive threat positioning data correla-
tion method comprising the steps of:

(a) reading current threat data from a radar warning
receiver;

(b) comparing old threat data to the current radar
warning receiver threat data and determining if the

o PPN ata ta A @msan an PRI e
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{c) correlating the current radar Jdmmer receiver
threat data with a radar warning receiver con-
verted threat data base and determining if there is a
correlation, if there is not a correlation, providing
the identified uncorrelated threat to an aircraft
survivability system, switching the current threat
to be the old threat and reverting to step (a);

(d) tagging the identified tlireat as the correlated
threat to the system;

(e) identifying all threat data radar jammer not in
common with threat data from the radar warning
receiver;

(f) converting the current threat to be the old threat;
and

(g) reverting to step (a).

+
@ The real time pqec“ln threat “"Slﬁeﬂmg apparatus

of claim 1 further comprising means for providing
threats in real time to one or more airborne platforms,
space platforms and ground bases.

10. An integrated aircraft survivability equipment

annzrafn S commpriging:

£ Jnntnaddadensd vintandame’ — M

(a) data bus means having a.data bus control input;

(b) means for aircraft survivability integration having
a multifunction display output, a data bus control
output connected to the data bus control input, a
radar warning receiver control output, a puised
radar jammer control output, a continuous wave
radar jammer control output, and a missile ap-
proach detector control output said means for air-
craft survivability further including a real time
passive threat positioning means and a threat posi-
tioning output;

(c) radar warning receiver means connected to said
data bus means, said radar warning receiver means
having a radar warning receiver control input con-
nected to said radar warning receiver control out-
put;

(d) pulsed radar j Jammer means connected to said data
bus means, said Pu.lbw radar Jd.[.[.lmt:I means udvmg
a pulsed radar jammer control input connected to
said pulsed radar jammer control output;

(e) continuous wave radar jammer means connected
to said data bus means said continuous wave radar
jammer means having a continuous wave radar
jammer control input connected to said continuous
wave radar jammer control output;

(f) missile approach detector means connected to said
data bus means, said missile approach detector

means having 2 missile approach detector control

input connected to said missile approach detector
control output; and

(g) multifunction display means having a multifunc-

tion display input connected to the multifunction
display output, the multifunction display means
further connected to a keyboard control unit.

11. The integrated aircraft survivability equipment
apparatus of claim 10 further comprising means for
providing estimated threat positions to threat data up-
date means for displaying the threats on said multifunc-
tion display.

12. The integrated aircraft survivability equipment
apparatus of ciaim ii further comprising means for
providing estimated threat positions to elevation extrac-
tion means for determining the elevation of the threat.

13. The integrated aircraft survivability equipment
apparatus of claim 12 wherein the elevation extraction
means further comprises a terrain reference navigation
data base means for positioning the estimated threat
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within the data base means and for determining the
elevation from the terrain data base means.

14. The integrated aircraft survivability equipment
apparatus of claim 10 further comprising a user data
module.

15. The integrated aircraft survivability cquxpmem
apparatus of claim 10 wherein said real time passive
threat positioning means comprises means for correlat-
ing data from said radar warning receiver means.

5

16. The integrated aircraft survivability apparatus of 10

snne Far mencmdins thoannde o wanl
claim 10 comprising means for providing threats in real

time to airborne platforms, space platforms and ground

bases.
17. The integrated aircraft survivability equipment
apparatus of claim 10 wherein said means for aircraft
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survivability integration comprises a threat avoidance
control output and the integrated aircraft survivability

furthar comueicas thesat soaid
equ}pmeﬂt apparatus further comprises threat avoid-

ance means having a threat avoidance input connected
to said threat avoidance control output.

18. The integrated aircraft survivability equipment
apparatus of claim 10 wherein.said means for aircraft
survivability integration further comprises a decoy dis-
penser control output and said integrated aircraft sur-
vivability equipment state machine apparatus further
comprises decoy dispenser means having a decoy dis-
penser input connected to the decoy dispenser control

output.
* * * * *



